
PRODUCT OVERVIEW: 
The Security Command Center (SCC) is PSG's next-generation 

integrated security management solution, building upon the 

robust and reliable foundation of the LINX Predator Elite core. 

Leveraging state-of-the-art technologies and over four 

decades of engineering expertise, SCC is a cutting-edge 

platform designed to provide advanced security management 

for diverse environments. It serves as a comprehensive 

security management software and graphical user interface 

solution that integrates the latest advancements in security 

technologies with proven systems to meet the demands of 

modern physical security. 

Security Command Center simplifies and enhances security operations by integrating Intrusion Detection Systems (IDS), 

Access Control Systems (ACS), and Video Management Systems (VMS) into a unified platform. It delivers real-time, 

interactive 3D situational awareness, allowing system operators to monitor, analyze, and respond to threats more 

effectively. This integrated approach streamlines coordination across security functions, reducing operational complexity 

and improving the overall efficiency and responsiveness of security operations across various environments. 

Security Command Center unifies key security functions to streamline management, reducing complexity and enhancing 

response. It delivers comprehensive protection against physical threats with scalable, resilient operations and real-time 

3D situational awareness. The SCC's cross-platform flexibility ensures seamless deployment across multiple devices and 

systems, adapting to diverse security environments. 
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Features Benefits 

Unified Security 
Platform 

Reduces complexity by unifying key security functions of Intrusion Detection, Access 
Control, and Video Management, enhancing response times and operational efficiency. 

Real-Time 3D 
Situational Awareness 

Delivers interactive, real-time 3D monitoring, enabling operators to effectively analyze and 
respond to threats. 

Scalable and Resilient 
Operations 

Designed to adapt and scale across various security environments, providing robust 
protection against physical threats. 

Cross-Platform 
Flexibility 

Ensures seamless deployment across multiple devices and systems, enhancing operational 
flexibility and efficiency. 

PRODUCT SUMMARY: 

Security Command Center is the ideal solution for organizations seeking a future-proof security platform that combines 

the latest in security technology with proven reliability. It simplifies operations, enhances security, and adapts to evolving 

needs, making it a critical asset in modern physical security management. 
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Specification Description 

Operating System Windows 10 IoT Enterprise LTSC High End PKEA 

Processor Intel Xeon W-2235 3.8GHz 2933MHz 6C 130W CPU 

Memory (2) DDR4 2933 DIMM ECC Registered WW Memory

O/S Drives (1) HP Z Turbo Drive M.2 512GB TLC SSD {or comparable SAS/SSD/Nvme}
Graphics Card Nvidia RTX 4000, 16GB, 3DP +Usbc GFX 

Networking (1) 1G Ethernet LAN (RJ45) Port

Peripherals ENERGY STAR Qualified, Keyboard (US), Optical Mouse - MS116 (Black), US Power Cord, 
9.5mm DVD-Writer 1st ODD 

Security Features Trusted Platform Module (TPM 2.0); chassis Intrusion switch; Setup/BIOS Password; I/O 
Interface Security; lockable front bezel, Dell Data Guardian, Dell Endpoint Security Suite 
Enterprise, Kensington Lock and Padlock, Self-encrypting drives, Keep Your Hard Drive, 3 
Year 

Management Features 3/3/3 (material/labor/onsite) Warranty  US 

Specification Description 

Chassis HP Z4 G4 90 1000W Chassis 

Operating Temperature/Humidity 50-95° F (10-35 C) / 8-90% RH non-condensing 

Power Consumption 1000W Maximum Peak Power 

Cooling Requirements 3425 BTU/hr 

Dimensions WxDxH: 15.2 x 6.65 x 17.5 in | 38.6 x 16.9 x 44.5 cm|38.6 x 16.9 x 44.5 cm 

Weight 22.4 lb (10.2 kg) 

Supply Chain Standards TAA Compliant 

Specification Description 

Operating System Windows 10 IoT Enterprise LTSC High End PKEA 

Processor Intel Xeon  W-1250 3.3GHz 2666MHz 6C 80W CPU 

Memory (1) 16GB DDR4 3200 SODIMM NECC Memory

O/S Drives (1) Z Turbo Drive 512GB 2280 TLC Solid State Drive {or comparable SAS/SSD/Nvme}
Graphics Card (1) NVIDIA Quadro P620 4 GB Standard Cooler MXM Graphics

Networking (1) Intel 1Gb NIC PCIe Card (Low Profile)

Peripherals ENERGY STAR Qualified, Dell KB813 Smart Card Keyboard (US), Dell Optical Mouse - MS116 
(Black),US Power Cord 

Security Features Trusted Platform Module (TPM 2.0); chassis Intrusion switch; Setup/BIOS Password; I/O 
Interface Security; lockable front bezel, Dell Data Guardian, Dell Endpoint Security Suite 
Enterprise, Kensington Lock and Padlock, Self encrypting drives, Keep Your Hard Drive, 3 
Year 

Management Features 3/3/3 (material/labor/onsite) Warranty  US 
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Specification Description 

Chassis HP Z2MG5 Z2 Mini WKS 

Operating Temperature/Humidity 50-95° F (10-35 C) / 8-90% RH non-condensing 

Power Consumption 280W Maximum Peak Power 

Cooling Requirements 1000 BTU/hr 

Dimensions HxWxD: 8.5 x 8.5 x 2.28 in 

Weight 4.6 lb 

Supply Chain Standards TAA Compliant 
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